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IoT (Internet of things) Security

Accountability in the Digital Age / g . ..
Al implications in Cybersecurity "4‘:1 15 CET r 9 :f '*1— \
Cybersecurity of Operational Technology (OT) O _— ; k@
Cyber Risk Management: A Practical Introduction . P = ol e
Information Manipulation and Subversion of Democracy - ‘

The Human Firewall - Cyber Awareness, Culture & Hygiene ; , o
Attribution of Cyberattacks: Importance & Key Challenges — » N
Careers & Specialisation Pathways in Cybersecurity
Growing Diversity in the Cybersecurity Workforce
The State of Cyber Security in Southern Africa
Offensive versus Defensive Cybersecurity
Defending against Future Cyber Threats

The MITRE Att&ck Framework & OT/lloT
Post-Quantum Cryptography Migration

Incident Response in Cybersecurity

Cloud Computing & Cloud Security

Psychology of Ransomware

Cyber Resilience Game

Cyber Mercenaries

EU Regulation
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Eventbrite: https://bit.ly/3M1d8mq

hcss.nl/south-africa-netherlands-cyber-security-school-2024
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